
GLOSSARY

What drives your 
customer's interest 

in the cloud? 

Does the customer 
have existing 

infrastructure on their 
premises?

Great, Azure can save money by 
only requiring you to spec what you 
need today - and scale resources 
up as required. With on-prem, you 
need to buy for the future and pay 
for it all up-front.

Does the 
customer have 
failover [3] in 
their existing 
environment?

Does the customer have 
a firm plan for how they 
plan to migrate into the 
cloud, or does that still 
need to happen?

Well, you don't get 
better redundancy and 
robustness than you 
do from the cloud. For 
starters, the 
datacentre is designed 
to recover from a fault 
automatically. Then 
there's the extra peace 
of mind you get, by 
putting  your recovery 
servers in a different 
dacentre, in a different 
province or even 
country.

It's also worth 
mentioning that 
Azure is super 
useful when it 
comes to testing 
one's Disaster 
Recovery plan, in 
that you can 
safely and 
without a worry, 
simulate a failure 
and test your 
recovery strategy. 

One of the most 
obvious 
opportunities is 
using the cloud 
for disaster 
recovery, 
failover [3] and 
backup. Did you 
know that Azure 
offers a 99.9% 
uptime 
guarantee? The 
datacentre is 
designed to 
recover from a 
fault 
automatically. 
Then there's the 
ability to have 
extra peace of 
mind, by putting  
your recovery 
servers in a 
different 
dacentre, in a 
different 
province or even 
country.

Great, for consistent 
workloads, Azure 
gives you a 
predictable monthly 
cost you can 
count on.

Super, this is the real power of Azure. 
Servers that sit idle for long periods of 
time can be switched off, costing virtually 
nothing. At the same time, servers under 
heavy load [5] (but for short periods of 
time) can have their resources scaled up 
for that busy period, costing far less than 
the charge for owning that upscaled 
hardware all the time. 

Well, should your customer have the 
need for short-term access to 
computing resources, Azure is great 
for quickly provisioning [1] those 
needs. And should those short-term 
needs ever turn into long-term ones, 
they'll already be in the best 
Hypercloud. [2]

Please jump back up to the start and 
explore the other benefits of Azure. If you 
feel ready to start the buyers journey,
CLICK HERE  to go to the guide > 

Are they looking to run 
proofs of concept on 

anything specific, or do they 
need to test a new feature 
before making a decision?

Awesome. Because you can 
spin resources up and down at 
will, the customer could spin up 
[7] a server for the period of 
time the test needs, and then 
switch it off - and only pay                                                                                        
for the time/resources used.

Okay, Azure is a perfect 
solution for companies 
that don't have any 
legacy infrastructure 
and will already offer 
the lowest possible 
cost by only giving you 
what you need.

Do they have servers that sit idle 
[6] for some of the month, or 

servers that are extremely busy, but 
only for short stretches of time?

Still not 
sure? 
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[1] 

Definition of 
“Provisioning”: 

The process of preparing 
IT resources to provide 
new services to end 
users.

Not sure what something means? Read up here:

[2]

Definition of 
“Hypercloud”: 

A distributed IT 
environment made up of 
on-premises, public 
cloud, and private cloud 
resources.

[3]

Definition of 
“Failover”: 

A process whereby 
control is handed over to 
a duplicate system in the 
event of a fault or 
failure.

[4]

Definition of 
“Consistent 
Workloads”: 

In this context a 
consistent workload is 
one with predictable 
usage patterns.

[5]

Definition of “Heavy 
Load”: 

A workload that uses a 
lot of server resources to 
complete.

[6] 

Definition of “Sit 
Idle”: 

When a server is not 
doing much. Like when 
an employee is on a break 
– they’re at work, but 
they’re not working.

[7]

Definition of “Spin 
Up”: 

See “provisioning”

[8]

Definition of 
“Hybrid”: 

The use of both 
on-premises IT hardware 
and the public cloud to 
get things done.

[9]

Definition of 
“Patching”: 

The process of applying 
updates to software and 
operating systems to 
squash bugs, add new 
features, and tighten 
security.

[10]

Definition of 
“Auto-patching”: 

The process of having 
software and operating 
systems patched 
automatically without 
user intervention.
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NOW, WHAT ABOUT THE
INFRASTRUCTURE?

Do they  have a good 
handle on what their 
consumption is likely to 
be and what the peaks 
and troughs in their 
server workloads are?

Is your customer 
more concerned 
about the asset value 
of their hardware, or 
the information 
stored on it?

Does the company 
have operations in 
multiple regions?

Great, Azure tends 
to work extremely 
well for companies 
that have a good 
handle on their 
needs. The benefit 
is, they can have the 
peace of mind that 
it's easy to switch 
directions without a 
major financial hit. 

That's no hassle - 
because Azure 
resources are only 
billed for as and 
when they're used, 
customers can add 
to or take away from 
their environment 
until they get the 
perfect fit. 

If your 
customer only 
operates in 
South Africa, 
they can rest 
assured that 
Azure is indeed 
compliant with 
local 
legislation, like  
POPIA. All they 
need to do is 
activate it. 

IT resources 
inside Azure 
can be 
managed 
across multiple 
regions. Just 
remember to 
activate the 
appropriate 
compliance in 
each region of 
operation. 

Are the 
customer's 
customers 
scattered all 
over the 
globe?

Enabling 
performance 
enhancements is 
easy - customers 
can cache [12]
information 
close to their 
customers and 
enable 
load-balancing 
[11] between 
two regions for 
better 
performance.

In that case the 
customer might 
want to 
investigate a 
Hybrid [8]
approach, where 
their workloads 
run where they 
are best-suited to, 
whether that's 
on-premises or in 
the cloud.

With new features like 
auto-update and 
auto-patching [10], 
your customer can focus 
on what makes their 
business tick and allow 
Microsoft to take care of 
everything else.

Azure allows 
customers to 
define their IT 

environment as 
they like, with as 
much - or as little 

- control as 
needed.

Does your customer want to make 
every decision themselves, right 
down to patching [9] operating 
systems and applications?

Because the customer 
(and you) won't know 
where the datacentre 
physically is, there's a huge 
boost to physical security. 
Then, there's the benefit of 
not actually owning the 
hardware and resources,  
which saves on physical 
security precautions and 
insurance.

Great, for consistent 
workloads [4], Azure 
offers  predictable 
monthly costs that help 
you manage your 
expenses.

Super, this is the real 
power of Azure. 
Servers that sit idle for 
long periods of time 
can be switched off, 
costing virtually 
nothing. At the same 
time, servers under 
heavy load (but for 
short periods of time) 
can have their 
resources scaled up for 
that busy period, 
costing far less than 
the charge for having 
that upscaled hardware 
all the time. 

Azure is also great at 
network security. 
Most of the 
datacentre network 
is secured already 
and already adheres 
to best practice. All 
that the customer 
needs to do is 
concern themselves 
with the network 
configuration on 
their side. 

[11] 

Definition of “Load-balancing”: 

Just like two people carrying a heavy object is easier 
on those people than it would be if only one of them 

was carrying it, load-balancing in IT distributes 
network traffic across multiple servers so that the 

workload on each server is lessened.

[12]

Definition of 
“Cache”: 

A way to store data in 
fast memory so that 
it is easily and quickly 
accessible 
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Azure is great 
for security. 
For starters, for 
data at rest 
(data not being 
moved or 
worked with) 
there's 
encryption 
which keeps 
data safe on 
drives. Then 
there's a host of 
best-practice 
security policies 
that are brought 
into play right 
from the start. 
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